U N

'LOGIN SCREEN
%

..\. .



Contents;

1. Login Screen

2. Login Options

2.1. Username/Password

2.2. Domain User

2.3. Entry with Certificate

2.3.1. Certificate Generation

2.3.2. Certificate Download

2.3.3. PFX Password

2.3.4. Certificate Deletion

2.3.5. Login Process
2.4. Two-Factor Authentication
2.4.. 2FA via emaiil

2.4.2. 2FA via SMS

2.4.3. Login Process
2.5. CAPTCHA Verification

This is the screen used to log in to the FastNAC administration panel. After the installation process is

complete, it can be accessed via a browser using the provided IP address or FQDN address.

( Note: Please ensure you use the FastNAC control panel with a modern browser that has received the

latest updates.)
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Enter the text shown above

# Login with Certificate

10.38.1.49

-

Welcome!

You want to access arestricted area.
You can access the FastNAC control panel using the form with your credentials.
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2. Login Options
2.1. Username/Password

Once the installation is complete, you can access the FastNAC admin panel using the username and
password you created.

-

FastNAC

Kullarici Adiniz

sifre @

After the initial setup, the default password information is:

Username: chairman
Password: rakort

Note: The default user information will prompt you to change your password the first time you log in.

2.2. Domain User

which users on AD or LDAP can access the panel by checking the "Log In" option in the
Administrators -> Domain Users section.
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Ayarlar Cihazlar Son Kullanicilar Politikalar Glvenlik Zafiyetler Hotspot Radius Raporlar Loglar Yoneticiler TR Rakort Bilgi Teknolojileri & P

@ Kullanicilar 3 Kullanici Gruplan 22 Domain Kullanicilan
Tabloda Ara 0 s ~ Domain Senkronizasyonu O Yenile B Excelindir
2 =v =~ =~ =~ 0 =~

fasttest nac fasttest@rakortlocal - 918/2024, 7.0151 PM -

___VMware_Conv_SA___ - - 8/8/2024, 24817 PM -
| [ @] ahmet kocaoglu l ako@rakortlocal - 12/17/2024, 2:47:57 PM Genel

krbtgt - - 8/5/2024, 1:48:29 AM Genel -
| () saltuk saltuk | saltuk@rakortlocal - 12/17/2024, 2:64:26 PM

bq b@rakortloca - 8/5/2024, 5:58:42 PM -

ag a@rakortloca - 8/5/2024, 131:43 PM -
| [ e onur kaya | onur@rakortloca - 8/21/2024,12:26:28 PM

c c@rakortlocal - 8/6/2024,1012:35 AM [ -

mali vimaz mali@rakortlocal - 1/19/2024. 21317 PM [ oo | -

( Note: If no one appears in the Domain Users section, you can retrieve the current users by clicking
the " Domain Synchronization " button at the top of the table.)

2.3. Entry with Certificate

After logging into the panel, if you enable the " Login with Certificate " setting in Administrators ->
Settings -> Login Settings, users can also log in using the generated certificates.
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2.3.1. Certificate Generation

The user who wishes to log in with a certificate is accessed through the editing screen;

‘ Ayarlar Cihazlar Son Kullanicilar Politikalar Gavenlik Zdofiyetler Hotspot Radius Raporiar Loglar Yéneticiler R Rakort Bilgi Teknolojileri & Vs

@ Kullanicilar ﬁ Kullanici Gruplar 22 Domain Kullanicilari Q Ayarlar

Ara 0 ¢ O Yenile Excel Indir » Yeni Kullanici Ekle

ADI SOYADI KULLANICI ADI KULLANICI GRUPLARI DURUM OLUSTURMA TARIHI GONCELLEME TARIHI SON GIRI§ #

TUmant se¢ &

Deneme Test deneme [ Awiit ] 8/25/2025, 8:04:31 PM - - D 5
Rakort Bilgi Teknolojileri admin m 10/27/2024, 2:56:00 PM 5/1/2025, 9:51:52 PM 8/26/2025,10:21:08 AM ]
ik Onceki n sonraki  Son Toplam /Filtrelenmis Sonug:  2/2 Tabloda gésterilenkayit: 10 s

While on the user editing screen, go to the " Certificates " section and click " New". By clicking the
"Add Certificate " button, a new certificate is created for the relevant user;

- Ayarlar Cihazar Son Kullanicilar Politikalar Gavenlik Zdfiyetler Hotspot Radius Raporiar Loglar Yéneticiler TR RakortBilgiTeknolojleri §

@ Kullanici Bilgileri @3 Sertifikalar

Ara 10 s O Yenile Excel Indir » Yeni Sertifika Ekle

SERTIFIKA ADI OLU§TURMA TARIHI GUNCELLEME TARIHI #

Tabloda herhangi bir veri bulunamadi.

Ilk  Onceki n Sonraki  Son Toplam / Filtrelenmis Sonug: 0/ 0 Tabloda gésterilen kayit: 10 s

On the certificate creation screen, any name is specified for the certificate and the " Certificate”
button is clicked. A new certificate is created for the user by clicking the " Create " button;

Yeni Sertifikal Ekle

Sertifika Olugtur

Sertifika Adi

The generated certificate will be added to the relevant table. Here, three action buttons are
visible: one to view the PFX password for the certificate, one to download the certificate to your
computer, and one to delete the certificate from the system.
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Ara 10 4 O Yenile Excel Indir » Yeni Sertifika Ekle
SERTIFIKA ADI OLUSTURMA TARIHI GUNCELLEME TARIHI #
Deneme 8/26/2025,10:28:30 AM 8/26/2025,10:28:30 AM av» g
il Onceki n Sonraki  Son Toplam / Filtrelenmig Sonug:  1/1 Tabloda gosterilen kayit 10 ¢

2.3.2. Certificate Download

To access the FastNAC administration panel or transfer the certificate to your computer, you must
first download the certificate using the download button. The downloaded ZIP file will contain the

certificate's .cer, .pfx, public.pem, and private.pem files. You can use the .cer file to access the
administration panel.
2.3.3. PFXPassword

You will be prompted for a password when you want to transfer the certificate to your computer.
You must use the password shown here.

PFX Sifresi

2.3.4. Certificate Deletion

This action will remove the generated certificate from the system. Certificates that have been
removed from the system will no longer allow access to the FastNAC admin panel.

2.3.5. Login Process

On the login screen, " Certificate” When you click the "Sign In " button, a window will open asking

for a Windows passkey. If you haven't installed the certificate on any hardware, you can skip this
screen by clicking the " Cancel " button.
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Windows Security

Sign in with your passkey

To sign in to “localhost”, choose a device with a saved passkey.

@@ iPhone, iPad, or Android device
ox

More choices

I 82

iPhone, iPad, or Android device

ﬁ Security key

ki formu kullanarak FastNAC kontrol paneline ulagabilirsiniz-
Cancel

Then, on the screen that appears, select the .cer file from the certificates you downloaded to your

computer and click " Login ". Clicking the " Do " button will log you into the system with the relevant
certificate.
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Sertifika ile Girig

2 Kullanici Adiniz

» sife : Sertifika Dosyasi Y(kle

| ‘ Choose File ‘Denemejﬁm%:ﬂu.cer
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Sifremi Unuttum?

Rakort Bilgi ve lletigim Teknolojileri © 2025 - Tim haklari saklidir.

To use Two-Factor Authentication, you need to select the Two-Factor Authentication option on the
administrator settings page.



2.4.1. 2FA via email

Email 2FA " setting located in the user settings screen .

Eposta 2FA; @ Acik

SMS 2FA: Kapall

Once the relevant setting is enabled, the QR code generated for the Authenticator app will appear
on the screen, allowing you to receive Two-Factor Authentication codes.

Iki Faktorla Kimlik Dogrulama

Tek seferlik QR kodunu okutunuz.

You need to scan the QR Code using the Authenticator app on your mobile device.
Each time you log in to FastNAC, you will be prompted for a verification code displayed on the
application.

2.4.2. 2FAviaSMS

SMS 2FA " setting located in the user settings screen .

Eposta 2FA: Kapal

SMS 2FA: @ Acik

Each time you log in to FastNAC, a 6-digit verification code will be sent to the phone number you
provided during registration.
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2.4.3. Login Process

Once 2FA settings are configured, a field will appear on the login screen where you can enter a
verification code after entering your username and password. After entering the 6-digit login code
sent to your phone number or via the Authenticator app, you will be able to log in to the system.

v FastNAC - Flexible

8.90.180/#/login

Dogrulama kodunu giriniz.

2.5. CAPTCHA Verification

After logging into the panel, go to Administrators -> Settings -> Login Settings and select “
CAPTCHA" You need to enable " Verification .
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If you enable this setting, a Captcha verification will appear on the login screen.

-

FasfNAC

Kullarict Adiriz

Sifre
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Gorseldeki yaziy giriniz
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